
For all merchants, achieving and maintaining PCI 

compliance can be daunting and time consuming—but it is 

worth the effort to keep your business and your customers’ 

information safe.

What is PCI compliance?

The Payment Card Industry Data Security Standard (PCI 

DSS) is a set of security standards designed to ensure that 

all companies that accept, process, store or transmit credit 

card information maintain a secure environment. In general, 

PCI compliance is required by credit card companies to 

make online transactions secure and protect them against 

identity theft. Any merchant that wants to process, transmit 

or store credit card data is required to be PCI compliant, 

according to the PCI Compliance Security Standard Council, 

www.pcisecuritystandards.org/.

Six categories of PCI compliance

The PCI Compliance Security Standard Council, who 

oversees the security standards for merchants, identifies six 

categories of regulations to follow. Please note that these 

are high-level descriptions of the requirements and you can 

contact your payment processor or visit the PCI standards 

website for more specific information.

1.  Secure card processing network

 ▪ Install firewalls to protect sensitive data, like credit card 

numbers

 ▪ Change the default passwords for any new hardware, 

software, or system updates immediately

2.  Protect all cardholder information

 ▪ Put proper security and access controls around any 
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cardholder data stored

 ▪ Use encryption when transmitting data across public or 

open networks

3.  Protect your systems against malware

 ▪ Regularly update antivirus and other security software

 ▪ Maintain secure systems and applications

4.  Put access control measures in place

 ▪ Ensure only authorized personnel have access to 

cardholder data

5.  Monitor and test your networks

 ▪ Monitor and track anyone who has access to cardholder 

data

 ▪ Test security systems and procedures for flaws or 

vulnerabilities

6.  Create and maintain an information security policy

 ▪ Share an information security policy that clearly sets 

out how your organization deals with PCI DSS and the 

responsibilities of employees and contractors

Ranked as one of Inc. Magazine’s Fastest Growing Companies, Infintech 
has been working with veterinary professionals for more than a decade. It 
was founded on the principles of offering the latest in payment technology 
and industry expertise, and securely processes more than $3 billion in 
credit card volume annually for clients across 50 states. Get in touch with 
Infintech online at www.infintechllc.com/contact/ or call 800.621.8931.

Infitech is an MWI Animal Health Distinct Advantage™ program partner. 
To discuss how your practice can qualify for a free Distinct Advantage 
program membership, contact your MWI Territory Manager.
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